PROTECTED HEALTH INFORMATION – PRIVACY NOTICE

LEGAL AUTHORITY: 45 Code of Federal Regulations, Parts 160 and 164
EFFECTIVE DATE: April 14, 2003

This notice describes how medical information about you ("the Individual") may be used and disclosed, and how you can get access to this information. Please review it carefully.

APPLICATION

The Health Insurance Portability and Accountability Act ("HIPAA") requires certain designated components within the State Board for Technical and Comprehensive Education and its colleges (collectively “the System”), to maintain the privacy of protected health information ("PHI") and to provide individuals with notice of the System’s legal duties and privacy practices with respect to PHI.

HIPAA and its regulations specifically exclude from the definition of PHI any education records covered by the Family Educational Rights and Privacy Act ("FERPA"), treatment records of a student over 18 years of age, treatment records of a student enrolled in a post-secondary institution, and employment records held by the System in its role as an employer. Therefore, the System acknowledges that the business activities of only some of its components may be considered subject to the privacy regulations of HIPAA, which the System now designates as:

- **System-controlled medical facilities** which provide or manage healthcare and related services to any individual, System employee, alumni, independent contractor, or student of the System whose record of is not considered either treatment or a “student record” under the provisions of FERPA;

- **The office(s) of any System-employee that is employed as a licensed healthcare provider or counselor** who provides preventative, diagnostic, therapeutic, rehabilitative, or counseling services to any individual, System employee, alumni, independent contractor, or student of the System whose record of is not considered either treatment or a “student record” under the provisions of FERPA;

- **The office that administers an employee welfare benefit plan** (other than disability insurance, liability insurance, on-site clinics, or Workers Compensation) that is established or maintained for the purpose of offering or providing health benefits to System employees.

DEFINITIONS

**Compliance Officer:** The Director of Human Resources at each individual institution within the System serves as that institution’s designated Compliance Officer for purposes of this Privacy Policy.
Disclose: release, transfer, provision of access to, or divulging in any other manner, of information outside the System.

Protected Health Information (“PHI”): individually identifiable health information that is transmitted or maintained by electronic media or any other form or medium; but does not include education records covered by the Family Educational Rights and Privacy Act, records of a student over 18 years of age or enrolled in a post-secondary educational institution, and employment records held by the System in its role as employer.

YOUR RIGHTS

With respect to PHI, the Individual or to the Individual’s personal representative has the right to:

- Request restrictions on certain uses and disclosures of PHI; however, the System is not required to agree to or comply with requested restriction;
- Receive confidential communications of PHI;
- Inspect and copy PHI;
- Submit a written request for an amendment of PHI to the Compliance Officer at the institution where the Individual’s PHI record is kept;
- Receive an accounting of the System’s disclosures of PHI; and
- Obtain a paper copy of this Notice, upon submission of a written request to the institution’s Compliance Officer.

USES AND DISCLOSURES OF PHI

The System will not use or disclose PHI, except under circumstances which are either required or permitted by law, or pursuant to an authorization from the Individual or the Individual’s personal representative.

The System is required to disclose PHI to the Individual or to the Individual’s personal representative. The System is also required to disclose PHI, without the Individual’s authorization, as required by law, and to the United States Department of Health and Human Services (“DHHS”) for purposes of determining the System’s compliance with HIPAA and its regulations.

The System is permitted to use and disclose PHI to third parties, without the Individual’s authorization, for purposes of:

---

1 Except for psychotherapy notes, information exempted by the Clinical Laboratory Improvements Act, and information compiled in anticipation of or use in a civil, criminal, or administrative proceeding.
- **Treatment**, which includes the provision or management of healthcare and related services to an individual, including, but not limited to preventative, diagnostic, therapeutic, rehabilitative, and counseling services;
- **Payment**, including, but not limited to obtaining or furnishing reimbursement for the provision of healthcare, such as billing Medicaid for healthcare services provided;
- **Healthcare Operations**, including, but not limited to activities related to insurance, compliance, quality assurance, and professional competency;
- **Compliance with a subpoena, court order, or warrant**;
- **Public health activities**;
- **Averting a threat to public health or safety**;
- **Reporting suspected victims** of abuse, neglect, or domestic violence;
- **Compliance with Worker’s Compensation law**;
- **Identifying a decedent**;
- **Requests from health oversight organizations**, including, but not limited to DHHS;
- **Organ procurement**;
- **Government functions**, including but not limited to law enforcement, the military, and veteran’s affairs.

In addition, the System is permitted to contact the Individual or his/her representative to provide appointment reminders, and may also use and disclose PHI to the sponsor of a group health plan, including, but not limited to the South Carolina Budget and Control Board.

**LIMITATIONS ON USE AND DISCLOSURES**

Except as described in this Privacy Notice, the System will disclose PHI to other third parties only with written authorization from the Individual or his/her personal representative. The Individual or his/her personal representative may revoke such authorization by providing written notice to the designated Compliance Officer at the institution where the Individual’s PHI record is kept.

Under most circumstances, the System will take reasonable steps to use, disclose, and/or request from other covered entities only the minimum PHI reasonably necessary to accomplish the purpose of the use, disclosure, or request. However, the System is not limited in its use and/or disclosures of PHI made:

- To a health care provider for treatment;
- To the Individual or his/her personal representative;
- Pursuant to an authorization;
- To the United States Department of Health and Human Services (“DHHS”);
- As required by law or court order; or
- As required for compliance with HIPAA and its regulations.

The System will not disclose PHI for research or fundraising purposes.
CONTACTS AND COMPLAINTS

If you believe that your privacy rights under this Notice have been violated, you may notify the Compliance Officer at the institution where your PHI record is kept, or you may file a complaint with DHHS, by calling 866-OCR-PRIV (866-627-7748) or writing to DHHS at 200 Independence Avenue, S.W., Washington, D.C. 20201. The complaint must be in writing, naming the institution that is the subject of the complaint, and describing the acts or omissions believed to be in violation of the law. Federal regulations require complaints to be filed within 180 days of when the complainant knew or should have known that the act or omission complained of occurred. The System will not retaliate against any Individual for filing a complaint.

For further information, please contact the Director of Human Resources at:

    Midlands Technical College
    PO Box 2408
    Columbia, SC 29202
    803.822.3500/Fax 803.822.3582

The System is required by law to abide by the terms of this notice, which was first effective April 14, 2003. However, the System reserves the right to change the terms of this notice, and to make new notice provisions effective for all PHI.
STUDENT/EMPLOYEE AUTHORIZATION TO DISCLOSE HEALTH INFORMATION

I authorize the Compliance Officer of Midlands Technical College or his/her designee to use and/or disclose personally identifiable health information about ___________________ (name of student or employee) to the person(s) indicated below for purposes of their involvement in my healthcare, or payment related to my healthcare, or to inform them of my location, general condition, or death, or in circumstances where the College deems that the disclosure is in my best interest.

By initialing the spaces below, I authorize the use and/or disclosure of any such personally identifiable health information and/or medical records to the following person(s) or categories of persons:

___ Family members
___ Other relatives
___ Close personal friends
___ Individual(s) named here: __________________________________________
____________________________________

By signing this authorization, I acknowledge that:

1. The person(s) and categories of persons identified above are not covered by federal privacy regulations, and thus, my health information might be re-disclosed and not protected by 42 C.F.R. § 164.508. However, those parties may be prohibited from disclosing substance abuse information under the Federal Substance Abuse Confidentiality Requirements.

2. I may refuse to sign this authorization and my refusal to sign will not affect my ability to obtain treatment, payment, or my eligibility for benefits;

3. I may submit to the College a written request for an accounting of disclosures made pursuant to this authorization;

4. I may revoke this authorization, provided that I do so in writing, except to the extent that action has been taken in reliance upon this authorization;

5. Unless revoked earlier, this authorization will expire 6 (six) months after the last date of my enrollment at or employment with the College; and

6. I have received a copy of this Authorization form.

__________________________________________________________________________
Student/Employee Signature          Date

__________________________________________________________________________
Personal Representative’s Signature (If applicable) Date

Basis of Personal Representative’s Authority

____________________________________